
 

 

 

 

Beware of unauthorized online transactions 

BCM alerts customers to adopt precautionary measures when using BCM Net e-

banking Service/I-Securities Trading Service to protect customers’ online transactions: 

• Setting passwords that are difficult to guess and different from the ones for other 

internet services; 

• Installing and promptly updating security software* to protect your computers 

and mobile phones; 

• Refraining from using public computers or public Wi-Fi to access online service 

accounts; and 

• Checking your online service accounts from time to time and reviewing alert 

messages and statements issued by the Bank in a timely manner. 

In case you have any doubt, please approach the Bank immediately. 

 

*Please consult your computer service provider for details 
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Information Source: Hong Kong Monetary Authority 
http://www.hkma.gov.hk/eng/key-functions/banking-stability/consumer-corner/strengthening-financial-consumer-protection/consumer-
education-programme/internet-banking.shtml 

 


